# 济源示范区党工委网信办：夯实网络安全责任 共筑网络安全防线

2017年8月15日，中共中央办公厅印发《党委(党组)网络安全工作责任制实施办法》，标志着我国网络安全责任制的正式建立。实施办法的公开发布，进一步厘清了网络安全责任，落实网络安全保障措施，也对网信事业发展产生了巨大影响。

网络无边，安全有界。近年来，在省委网信办的指导下，在济源示范区党工委网信委的领导下，示范区党工委网信办坚持以习近平新时代中国特色社会主义思想特别是习近平总书记关于网络强国的重要思想为指导，不断完善网络安全工作顶层设计和总体布局，努力提高网络安全防护水平，在常态化网络安全普及宣传教育中，将网络安全防护网越织越密。

扛稳政治责任，强化党的领导

众所周知，当前网络的自由性、开放性，使得世界再没有“安全飞地”，作为国家安全重要部分的网络安全，重要性不言而喻。必须充分发挥党管互联网的优势，把坚持党的领导贯穿用网、管网、治网全过程，牢牢掌握互联网工作领导权、话语权、管理权，才能更好地推动发展。

济源示范区以总体国家安全观为指导，深化思想认识，强化互联网思维，把握互联网规律，全力推动网络安全工作责任制落实落细。充分发挥示范区党工委网信委统筹协调、网信办牵头抓总作用，压紧压实各委员单位责任，确保网信事业始终沿着正确方向前进。全区各单位成立网络安全和信息化领导小组，明确网络安全第一责任人和直接责任人，明确网络安全责任处室及其工作职责，将网络安全工作纳入重要议事议程，一级抓一级，层层抓落实，压紧压实全域各级党委(党组)网络安全工作主体责任。

加强制度建设，构建安防体系

“欲筑室者，先治其基。”健全制度是基础、落实制度是关键，济源示范区从顶层设计发力，聚力统筹，全面推动责任体系建设。

近年来，济源示范区党工委网信办与公安、通管、工科、教育、医疗、人社等多部门建立联合会商制度，先后制定出台网络安全工作联席会议制度、风险隐患联合通报制度、网络安全工作考核办法等指导性文件，并对网络安全事件进行分级分类，修订完善网络安全应急处置预案，将网络安全风险监测预警、通报处置、反馈核验等工作程序化、规范化，提高网络安全事件处置的可操作性。

坚守安全底线，筑牢“铜墙铁壁”

“聪者听于无声，明者见于未形”，维护网络安全，感知网络安全态势是最基本最基础的工作。济源示范区全面加强网络安全检查，明晰家底、找出漏洞、评估通报、整改核验。

济源示范区在全面摸底排查域内门户网站、基础平台业务系统、电子邮箱等网络资产运行使用情况的基础上，构建重要网络资产目录，实行资产信息动态管理。组织专业技术力量，认真谋划、精心开展网络资产风险识别评估、网络安全专项检查、网络安全攻防演练、网络安全应急演练等专业安全扫描和渗透测试，深入查找问题、补齐漏洞短板、狠抓整改落实，切实提高网络安全监管部门、重点行业部门网络安全突发事件应急处置能力和水平。

拓宽宣传维度，提升安全意识

网络安全为人民，网络安全靠人民，维护网络安全是全社会的共同责任。面对当前复杂严峻的网络安全形势，我们必须把增强全民网络安全意识作为一项基础性工作来抓，大力普及网络安全知识，加强网络安全教育，推动形成全社会重视网络安全的良好氛围。

济源示范区以网络安全宣传周活动为契机，开展常态化、长效化的网络安全宣传普及教育，提高全社会网络安全紧迫感责任感。通过举办网络安全主题书画评比、产品展览、发放手册、专题宣讲等线下宣传模式和网络安全知识竞赛、融媒体作品征集、新媒体展播投放等线上推广模式，对网络安全专业知识、基本防护技能进行普及宣传。组建网络安全宣讲小分队扎实开展网络安全宣传进社区、企业、机关、校园、军营、农村、家庭“七进”活动，不断满足不同人群、不同个体的网络安全知识需求，大力营造人人关注网络安全、维护网络安全的浓厚氛围。

没有网络安全就没有国家安全，就没有经济社会稳定运行，广大人民群众利益也难以得到保障。济源示范区将继续坚决落实《党委(党组)网络安全工作责任制实施办法》有关要求，筑牢思想的“防风林”、法治的“防护网”、技术的“防火墙”，不断提升网络安全防护水平，为建设创新型高品质现代化示范区提供更加坚强的网络安全保障。
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